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REQUIRED RESPONSES  
 
FINDINGS 
 
F10. The County’s efforts to secure its systems has not been evaluated by an 
independent audit in more than fifteen years which presents a considerable risk of 
systems compromise or ransomware attack   
 
Agree - The Auditor-Controller would recommend and participate in financial 
independent audits.  Operational independent audits would be the responsibility of the 
department or directed by the Board of Supervisors or Chief Executive Officer.  
 
 
F11. The Auditor/Controller has not established the accounting procedure for the 
mandated funding reserve established by County Policy 35 which is obsolete and 
inadequately capped at $850,000. 
 
Agree - The Auditor-Controller was given no authority for the action in Policy 35.  
Information Services and the Chief Executive Officer have included recommendations 
for funding a reserve through the annual budget process at various levels of funding.  
 
 
RECOMMENDATIONS 
 
R6. the BOS revise Policy 35 by October 1, 2021 and base its funding on the capital 
cost needs established in the ITMP. (F3, F4, F7-F9, F11) 
 
This recommendation will not be implemented by the Auditor-Controller.  Any revision 
and/or timeframe to change Policy 35 would be determined by the Board of 
Supervisors.   
 
 
R8. the Auditor/Controller, as part of their responsibility for safeguarding County 
assets, engage an independent outside auditor to evaluate the County’s systems, website 
and network security and recommend corrective actions. This is in addition to 
continued quarterly phishing testing. (F10) 
 
This recommendation will not be implemented by the Auditor-Controller.   Operational 
independent audits would be the responsibility of the department or directed by the 
Board of Supervisors or Chief Executive Officer.  
 


